**Комп’ютерні віруси**

1. ***Що таке комп’ютерний вірус***
2. ***Класифікація вірусів***
3. ***Ознаки зараження вірусом***
4. ***Шляхи проникнення вірусів на комп'ютер***
5. ***Запобіжні заходи***

[![Ð ÐµÐ·ÑÐ»ÑÑÐ°Ñ Ð¿Ð¾ÑÑÐºÑ Ð·Ð¾Ð±ÑÐ°Ð¶ÐµÐ½Ñ Ð·Ð° Ð·Ð°Ð¿Ð¸ÑÐ¾Ð¼ "ÐºÐ¾Ð¼Ð¿'ÑÑÐµÑÐ½Ð¸Ð¹ Ð²ÑÑÑÑ"](data:image/jpeg;base64,/9j/4AAQSkZJRgABAQAAAQABAAD/2wCEAAUDBBAPDw8NDQ8PDQ0NDQ0NDQ0NDQ0NDw0NDQ0NDQ0NDQ0NDRANDQ0ODQ0NDRUNDxERExUTDQ0WGBYSGBASFRIBBQUFCAcIDwkJDxUVEBUVFRUVFRUVFRUVFRUVFRUVFRUVFRUVFRUVFRUVFRUVFRUVFRUVFRUVFRUVFRUVFRUVFf/AABEIAO8BPwMBIgACEQEDEQH/xAAcAAABBQEBAQAAAAAAAAAAAAAEAQIDBQYABwj/xABAEAACAQIEAwQGBggGAwAAAAAAAQIDEQQFEiEGMVEiQYGRE1JhcaHwMnKxwdHhBxUWI0JTYqIUJDOCkvFjstL/xAAcAQABBQEBAQAAAAAAAAAAAAADAAECBAUGBwj/xAA1EQACAQIEAwQJBAMBAQAAAAAAAQIDEQQFEiExQVETImGRBhQyQlJxgaGxFSPB0STh8GIW/9oADAMBAAIRAxEAPwAJUF0HKkuhLY5I911HzrrYxUkOVND1EckNci5DFAdGA9RHJEXIg5DFAfGAtha7tFsg2Qu3sZHH/SfvAKqDsTzYFWCM6WjwRW4lFFmvJl7iyhzd7MrVOBuYP2kYynLt+J6Bkq2R55SXb8T0LJXsjPy9vvfM2c4XcXyNtwmu2vczXTiYnh+rpnFvrZ+KNy+pqSPMs0TVVPwIXEzOZ8VRp1HTcW9PN/E1LQHi8qpzd5RTfWwkwGFqUoy/dTa8HYkw1RSSkuTV0S6TqVJJWWyXcPsJsBJq+3Aj0i2HHWGuRuN0iOI+x1hXFcbYRxH2OSFcVxqiA8T4NVKFWHWnJeNnYsUgfOa6jCV+bTSXvFxdglGclUi48br8nzPlErTNrgzGVoaasl0k18TWYKpsjNwbsnHoz1vMVqtJc0W0Ih2DZX4epsHYQ0Is5ystg+CJ4IGpyCYBkzOmi84dqc4lnOBmMFiNMkzUYeupq8R2zFxlNxnq5MExlJtdl2ZXSp1l6svgXkojHEkpA6dfSrWT+ZUUalS9pRVuqYdoJ3EbJE1IlKrq4K3yJrCpAH67peshsuIKK/iQK5D1eq/dfkWaQ5IpKnFFFd4HX41pLluQbJxwGIlwg/I1NhUjCYnj5fwxKnGcc1Hy2IOcVzLdPIcVPlb5np9StGO7ZQ5pnGrsx5faeerP5zfaZa4LEDxmnwLkckdDvT3ZeTYHWJaFQixIVsJCNnYrcSUGb8mXuKZQ5s9mVqnA28Eu8jG0vp+Jv8k5I8+pfT8T0HIeSM/Ae98zZzj2EanB8ixwOfOGz3RVxlZFXj6prN2Rxnq0azakjf0OIaT77BdPMqb5SXmeNV67GRxb6sD2i6Dv0bg94yaPbo4iPVeY5TXVHikcxmu9+ZJHOJ+sxa0Bfo1PlP7HtGpdRNXtPG/13U9Z+Y2Wc1PWYtaI/wDzdT415HsvpV1XmRzxkFzkvM8almk/WfmQzxsurF2iCR9GXzn9j2KtnVJc5IAxHFlJd9zyeVZ9SGbI9r4Fqn6NUl7Umz0nEccLlFADzOVR3kzDYd7mjy2oShUbLFTK6OHV4L6nn/EkNNef1r+e5eZdPsoq+PIWrN9UmG5JO8UZ1F2rTj4nT1e9hoS8F+C8wDLbDlNhXuW1BmjFmBiVuHU2FwA6JPOoGRlzV3YjxVQCp51Km7pjcbXM/j8QDnOxfw2EVRWktjdYPjmPKasWuH4mpS/isePuQqmDWIZKp6O4eXs3R7VTzWm+U0SrExf8S8zxSNd9R6xsur8wixK6FSXo0vdn9hsq76jXWY1jWVbnTqKFdQbrOGjXJpI5sQU4YcdSlYvsrxJnwvA1rMnCVmV8RSU4myw9YmrT2KnC1iwU9i4nsc9UpaZAWKZQ5rLZl3jCgzL6LAVOBp4JboyNH6fiegZD3Hn9H6XiegZAuRQy/n8zWzj2EaCrPYpswqFjXmUuPkaU2c9hae4DVYwe0NsANdCXOuLY6ww4lzmzrHWEI4S4thLCEIIxzidYYdMSmXmXyKSKLTASCQ4lbEq8TP8A6Q4dqMvZYi4ensGceq8YvoyoyGoUJd3EvxRqUFqwcV0NXhGWtBlRgpFph2aUGYeJW4ZTfeNr1hNYDjKxNuxUhT1SBcfiSmqyuEYqdyDSVpu5t0IKCIxCRxE0kA9xog9xO0iHuPcRriFOA3QEsCUwfSN0hOgRwG0j6wfSJYncBHAaxLUQ6RYMk0jbDWHuW+W1i4pTM1g52LvCVCxCRk4qlvcmxcdjPZotmaOozP5zHZjVOA+CfesY2h9LxPQch+ief0V2vE9Byh9lFDL+Zr5x7CD60iqxKLCtIBqI0JGLQVgbQJoJ9J2kgWtRBpO0k2kXQKwtZBoE0E+gTSKw+sh0HaCfSN0jWFqINJ2kmcRHEVh9REohmEB7E+HY6I1HdFbxnH937jPZDLc0nE+9NmUyWXaM3Eu2Ii/A1sCr4Zo22DLCkytwbDKcjTizErR3J6tcrsVUJa9QFkJselTS3InETSTWO0kLFnUQ6BNARpE0isLWQaDlAn0HaR7D6xXERxNeuDn66/4v8RtTg2XdNN+1NfiG7GXQzFmmH+L8/wBGScRHEssyymdP6S26rdADBtW4l2nVjNXi7oicRriSsayIVMhaG2HyZHKRFhEPplngqpUxkF4aY8WDrQui8izsVw1VqLsw5+s1H7dzWcKZSowU5Lty3XsX4mjRb7NNbnJ183dGdqSW3Nni9D9GmJvd+jW/rv8A+TWYLhCqlZuHm/wN6jgdPDQp+yBxHpHiq3tafL/ZinwlU9aPm/wGfsZP14/H8DcpnBNCKv6xiFzXkYdcFy9ePkx64Kf8xf8AF/ibUQXZx6DPOMT8X2Rjf2Jf8xf8fzHR4J/8n9v5mxEH0R6Dfq+K+L7L+jIrglfzH/x/MdHgqP8AMfkjWNnXFoj0G/VcV8X2X9GVXBcPXl5IcuC6frS+H4GoEYtEehH9TxPxv7GZ/Y2l1n5r8Bf2NpdZef5GlEH0x6C/UsT8bMxU4LpdzmvFP7ilzbhSdNOUHriudlZrw7z0EQTpxYajm2Ig7uV10Z4ZxBPssymXO00bv9MOC9HUWnaNRavFc/uZ5+nZ3Oex8tNVeB6blMlVwymveRvMLyuTzqGey/N1bfmEzzBPvNGNaLV0yhPCzUt0HTmM1g+GTm7RVzS5Vw4+dTyJxTlwA16lOgu+/pzKjDUnJ2irs1vD/Cl+1Ve3qr72G4ajGCtFJF1lFa6sWoUkuJzuPzOo4vs9l15kUMjpL+CI/wDVFL1I+QexpYUUYPrFR+8/NgX6rp+pHyO/VlP1I+RNisSoq75eZC8whe2pXXc3YlZBIyrNXTf3DRUjrDkNcrXAc2gnHcyWNyqMvY+qNTntS0Sgcwc0nxNfASnCN0zL5hlM47rtL2fgUtXFpbPb3noMqhW5plFOqu1FX6rmValN+6dDhswS2qrbqjEyx0epFPHx6kmfcHyjd03qXQyNZNOz2ZiYrGVqD78fryOnwtGhXjenK5qFmEepecLR9JK/8MefvPPcLTcmorm3Y9d4XwCpxhBc7q/tbZYy7ETxDba2RTziMMPSsn3memYWNkl0SJRKaHWN1nk0ndnXGsVs5sQyEuJcWx1hDnXOuIkKkIQtxoqR1hCOSOsKjrCEIcOQlhXGEZwothXENOFsdYVxzDfpdy/XSjLvjL7V+R4rUifRvFeG1UZror+TueBZ5htNRrq9vEx80pXtP6HovolitVB0nybK3D4WUnaKbNlw9wa3aVV2XQs+FsFGEFK3ae5ofTXGwuXwh3pbv7FjMc4qtuFLZdeY/AYSFNWikgh1gGNQlpyNRO3A5ycW3eW7CFINyuvaSK9MdCZNMBOnqTRsJIa0MwFXVFMmaCJmC1pdmDYmndNcn16Gdx1FPm4u3Zm5LS7rkaloq8xob3coqHfGS5vudyXEuYStpdizHJCCxYxSKDiGpvYqWwzOal5sAcgcnudBh4WppCSZFKR1SZBOQNlyMR86p57x9hop6ls3zNrXqGL41ldIzszSdCXyN3J4uNdNAfAlFSqXfcerZNHtx+sjzDgGFpM9S4dV6kPf9xDJ42oRB+kcv3JeEf4N2jpS6sS5neO8Hqpqf8uW/wBWVk/jpNeTsrnn+EoRrVY05O13a/4NHq+fwEuU/B2K1Uorvh2PDnH+1peBcpjp3VyOIoujUlTfJ2OSAcNmtOctEZXlvslLu5720/E7Psb6OnOfelaP1ntH4tMpOAcJZTqvm2oJ+xWcn7nsvBkXJ3SRboYSLw06829rKNub/wBF3QzenKfo03rTkmtMlvHnu1Z8uoeVOFyOMarram23N6drdu9115strijfmVsVGipLsW2rK9+vPkhUjpIZUqJK7aS6tpfF7DaNeMleLT9zTXwbQ5X0u17bD7ipkVLExeylFvvSkm/FJ/OxJqHHcWtmhUOsBY3NIQsqklFtXs78uXd7bhUZXt3prZ9RhSpTSUmnZ8HbZ/IeIV2aZxCn9N7vfSld+WyXvbRV/thT9WfvtD/6Gcktrlqjl2Iqx1Qg2jSXEuA5dm0Kv0JXfPS9pJdbd69qbQZcktyvUoypy0zTT6MTE07xkuqf2HgHGVJqovZt5M+gE/mx5Nxllt6sl/U357/eVsXSdSFjpfRfEKlWkn0BMpxPYXuLTB1SiwkdPZLTDyIwubmJpq7sWakSwmAawinMKmZ8oB2sdGQPGRIpEis4mj4Zr7OPii31GTyWvpmvbsaecg0N0YeNpaal+pI2QYlK2+52sV1AiRWimmdrO9IDKoR16mz9zHsFVK7M7jal5P3g0pHVpbkMpFVs6OELJC1JA1SoOqzBa0iDZbpwIsTMosww+t26FriJlLi8RZlaq1bvcDWwkWvZ4heT4PQ9u83fCy/eR8fsMHlGJuzd8Jv957kw2H07aeBnZxq0S1cbG01DMZTU4yg+Uk157fAh9IKqnyi64nFRi4tNcUZngnEaakqb21L+6HNdeTfkbDUYjOH6Ouqi5Nqe3lNeO78TXek8fbcDSVk49DVzenrlCuvfivNcf4M/x3i/oU19Zpdfow+2W3uL/KaGiEYeqlfnvJ7yfuu2ZLBv0uIc3vFPV4R2h5uzfiat1fnv8NhU1qbkPmEOyo08OuS1S+b/AK3M/gcXL/FNOUnHXUVnKWn6Mrbcttre4suM5/uX3duO68UUlGX+av8A+SfP6svx9hbcVSvSlfrH/wBl8SMfZZarwSxWHaXKH5KLCUJ11GmnaFOLTb5Xk290ubttbut3XL3hvJXSnKTkpXSStdbc3dPlyXeQcHf6cn1qO75fwx7rF16X5vy+feSpU1ZPmDzLG1FOdCFlDha31b8zKcJu1Zr+ma2790/dtb4m0VXw+P5mJyqWnEtf11F/7eRq3X+dxUVt9QedQ1Voy6xX8mf49W8Hz7Ml5NP77mjymrenTfWEO/8ApRneMleMHztJro91+RY5BW/dQ9zT3fdJry27veKKtUY+IhqwFJ9G1+TPZVFVKz9K+bk2r21Pa0fZ7vZY1ryuly9HD22ir+fO5n87yRybnTtvu4vbfndN9X3Nr8AXi68O+aS9Zal7k3dfPdcgu5tJF6tT9cUZUaumytpu1by/osamQzjV10baU1Janaz74t82rd/Rmo9IZHDcTS5Tin7Y7Py5N93duaDD4pSSlF3T5W5+78glPTvYzsypYnu9ultspLn83/3MMlV8/ejD8ddmopesk/tX3Gsc/l/PwRj/ANKK/dxnytdX8mPWdoN9BZRD/JjHrsZWVa8g6lUMxleIuy9oTM6lVU1dHZ4iho2LSMgqlMroTCqUixFmXUgHwkSqQJTkTRYRFSUSenUs0+jNXCtdJ9UjH3L3LK14oLSlZmfjaV0mWnpBrrA+v/qwx1vb5fkHuZ6pD9XkQYmp2X7hkpg+OqdlkXLYswp7op6kiFzOqMhnIqs3IQEqzBq0xakwWpMG2W6cCHEzM3nFTcvMVIzecS3M/GztA2sBDvFrwtLdno/CT7T+r96PM+FHzPR+FH9L3LfxLOXu8ImTn0faNV6Q70nt+AJGXiLr8PcalzjezAOK6d4qXNxfs5Pb7bDVmP8Al733S0ePJb9dPaDcTHVFx6pr8/vMo7/6f9f930fn2Feo9Lv1RuYCnGvSUJe5K/0L/helaLnZLU9vqx29+7v8C5dX5+eQFQ7KUVySsvAc5horSrGXiZdtVlPq/tyKRP8AzH+9/Z7i2z+f7qX+3q/4lvbkUspfv/8AevsLTN3+7l1svtQGPsy+pqYmP71B+EfyM4Wn2H9b7VH/AKLj0hn+HNlJdGvZ3d3sLVyCUn3UUcwp3xEvn/BQzenEX5LX5au807qfP/RQ51gnLtR3dt119qv3roCU8bVS07+9xbf2fbcEpaG0y/Vw6xcISg1dKzTD+KKvZiu9yv4JNO/miXhmt+7t0lK3jvv5lYsFKSc531W2Xfe/Tu93yy8hjKMWmrb3Xusl9w8W3O9hVqdOOF7NSTaf38PMnrZ24z0NJJOzd97bdrutzv3lt6T8n+ZTZtglPe6Ulsm+TXR/juV9OFWKsm7e9S+b7ktbi99wHqtGvCLg1GS4p8/EtM/ox0OVrSut1ze+6due1+fQh4WqO0/rJ+LW/wBi8yvlhak7a/7nsvcl+Bb4GioRsvF9WRjvPUGraaWG7Fy1Nvlul/38h9SoZ/8ASBT1YeX9LT69zX3lu5/NwDPqeqlUjzbjdeG5OpvFrwKOD7laEujR47lFTtGnw0zJYZWn42NLQmYGXz7rT5M9Ax0LtPwLWlInoTAaFQKpSNRMxZxLGlMnjIBpyCKcgqZRnAJ1FnlFXZoqEwrLKlpe8nF7lStC8GXLkMc/mxFKZHKfj8+Ya5RUCVyB8fPsnagbMpbEW9g9OHeRXTkQVWOnIHrSAM14RI6sgWrMkqyBasgUmXacCDEyM3msty+xMjO5pLcycxl3DZwMdy34XfM9H4Xl9LwPNuF+/wB56Hw3LaXh95fy5/txMXPVfV9C/VQdrBY1BdZqXOUcAjUJZc7K/WyIVMTWNcdRaCHM5yINY3UK42gI9KdrIHUO1CuPoJ/THek6A7mdrFqFoJ3MbrItR2sa4+gkczlMgczlIa5LQEaxFMHlM7WK4tARrG6yDWJqFcfQTuY2qrxkusWvNELmOpzFcdRtueL4x2qP6xe4WWxT8R09Naa6SZY4GeyObwr01Zx8T0KutVKMvAtMPMOgyqjINoTNaEjIqwLCnMJhIroTCqUwyZSqQDYyJcNPdAkZDozJlWULl5VmRSqjJVLpEbkEuUowJPSA+YT2OcgbMKnIZy2D04d5Ak5A9SQs5EFSQFs04QI6jBajJJyB6kgMmXYRB8SzPZlLcvMTIoMdzMXMpd02MGty74a5eJ6Bw89pe9fYeecOcvE3GSYm111NTLn+1ExM5g5N2L/UKpAymLrNO5zTgEajtRA5naxrjaAjWdrB3M5TFcbQEaxNQP6Q70grj6CfUdrB9QvpBri0E+o5TB/SHax7j6CdsZKZF6QbqGHUCeUhNRHrEcxDqJI5CKZBOoR+kFcmqYX6QSTB3UKbPM4SWmLu38CMpqKuwtLDSqStFGO4z/1ZPqx2Wz2QJxTPdPqhcmqbHMqqljJx+p2yh/jR8Ni7psJpyAaUgiMjYhIzZxD8PUC6ciupSCYzLEWU6kA5TIa+IsC1sVYq8Tixp1FEalhnJmkyvM0+y/Dcs/SHm9TF25Fjg+JmlZ7gYY6HCTJV8qk+9DyNbOr3ldi8am7FRmGc9y8yuhiic8VFOyJUMvdtUjRuoQ1JFfRxZP6UkqiZPsXFnTkD1ZEk5A1RgpsPCJBiGUWKe5dYhlHiuZh5jLY1cIi84ee3iXGOxDVmuaKTh/ZeIXj6po4adqC+RRr09VYvss4gXKTLhZpHqvM83qSI3VY8cycdmrlepk9Obutj0uWZwX8S8xrzaHrLzPNfSPqI6jE81/8AJBZHD4j0iWdQ9ZDHnkOqPOXMTWReav4SaySn1Z6JLiCHUjfEcOp5/qO1EXmsuiJrJaPVm9nxNAjfFMDC3OuReaVOiJLJ6HibafFcegyXFi7kYu4lyDzSr4E1lNBcjYS4sXQjlxY+5GTbOuQeZVuv2CLK8OvdNTLiyXREU+KZGbOQ36hW6kll1Be6X8uJpkcuIqj7ylORB42s/eJrBUV7qLStnU33gtOrd3YOh0WN285PvMIqMIq0VYXiXeMX7bEeRS2JM23h7mgbJXuyrUdscpdUgsV+xboy/psIiwODJoyN6EjMnENhIZVxNgSriAKtXHniFEjDD3e4ViMSAV65FUqEEpGZWxLZoU6KQ6cyNsa2JcoSncsqIQpj41CC4qkFjVsQcQ6nWCaOJKtSJIzLlPENAJ0ky4VW4ybAKdYnVUtKupIrulYTEMpcRzLatIqMQ9zLx72RdwyLjKJdnzOxFQhwMuyNlIsqpanFeAFw77Yk2MFkxjZWkw6QtxLjWxtwbmSSH3EuNuJqIax7D7nJkdzrjax9I+51xmoTUNrH0klxLjNQmobWLSSXOuR6jrjaxaSS4tyPUdqH1i0klxUyLUOTHUxrEyYpHFkiDxdyDOxT7DBcrluT1pbMFwUtwFWX70GTgu40XsJHVKwLKqMcjVda2yKapElSqQykJKRDKRUq1Q8ICymRtiNkbZRnULCiPuNchjYjYB1CaQQpCpkSkKpBVUIOJKmSRkQKQ6Mg0ahFxCUx6kDxmPUi1GoCcSWcyurcwqtMERWxU9VkEpRtuHYWW1iQGoMIbLFN3igc1Zkc2RtjpyI5SA1JE4oRsRsa5kbmVpVEEUSW4lyJyO1A+0JaSRsTUR3OuR7QexJqOuRnC1isPudcYcLUxWH3O1DGxLjax7ElxbkSkLqHUxWJkx0QdSHxYSMyLiExZNEDTHKoyzCqlxBSgOxcu4Ei7MmmhkolateT1BYbKwdSqJoWcis1W5COb6k/XtrNbkew3DalQhlMHuIytPFN8gippErmNciM6wB1WyelDtR2oTQ+hypvoRvJ8h9hVMXWNRw2pish2sVVBgqRNTl1Gsh/pRVXY1U2Phhm+74onHteVxnp5iOV+Y+BLTwEunxX4hCyyfT4ot06FV72fkBlVguaB4iubDI5XPovM79Uz9nmW/V61tosF21PqgGUiOUiyllM/Z5kUsql1QOeFrfCx41qfVFa5nag55W+qG/qx9So8JX6MMq1PqBajtQY8vfUR4D2kXhq3Rj9rAD1Cag3/BHLAkfVav8AzH7WAFc64csEhVg0OsJVF20SvudcsVhEPjhUOsDUY3bxKu4pbRwyHRw6CLLp9SLxMSot7B0YPoXcMOieFFFmGVt8WCli0uRRQw8ugRSwMuheQggim0XqWVQ5tlaeNlyRRwyub6BNPIpdUXUKqJqeJL0MtoLjcqTxtXkVFPhx98vgS/swu+TLX/FjJYthvUcOvdAetYh8wGPC8e9sR8P00+V+u4b/AIpkfpO8f1TDrhBeQlWr85MHeS013CPLYeqgidQhch+xpLhFeRJVKj4yZDPBx6LyI5YZdETyZGwbhHoFjKXUGnQRFKiFTImgEoLoHjJn/9k=)](https://uk.wikipedia.org/wiki/%D0%9A%D0%BE%D0%BC%D0%BF%27%D1%8E%D1%82%D0%B5%D1%80%D0%BD%D0%B8%D0%B9_%D0%B2%D1%96%D1%80%D1%83%D1%81)**Що таке комп’ютерний вірус**

Комп'ютерний вірус - різновид комп'ютерних програм або шкідливий код, відмінною особливістю якого є здатність до розмноження (самореплікація). На додаток до цього віруси можуть без відома користувача виконувати інші довільні дії, в тому числі завдають шкоди користувачеві і/або комп'ютеру.

Навіть якщо автор вірусу не програмував шкідливих ефектів, вірус може призводити до збоїв комп'ютера через помилки, неврахованих тонкощів взаємодії з операційною системою і іншими програмами. Крім того, віруси зазвичай займають деяке місце на накопичувачах інформації і відбирають деякі інші ресурси системи. Тому віруси відносять до шкідливих програм.

Некомпетентні користувачі помилково відносять до комп'ютерних вірусів і інші види шкідливих програм - програми-шпигуни та інше. Відомі десятки тисяч комп'ютерних вірусів, які поширюються через Інтернет по всьому світу.

**Класифікація вірусів**

Нині існує чимало різновидів вірусів, що розрізняються за основним способом розповсюдження і функціональності. Якщо спочатку віруси поширювалися на дискетах та інших носіях, то зараз домінують віруси, що розповсюджуються через Інтернет. Зростає і функціональність вірусів, яку вони переймають від інших видів програм.

В даний час не існує єдиної системи класифікації і іменування вірусів (хоча спроба створити стандарт була зроблена на зустрічі CARO у 1991 році). Прийнято розділяти віруси:

* по заражених об'єктах (файлові віруси, завантажувальні віруси, скриптові віруси, макровіруси, віруси, що вражають вихідний код);
* по уражаємим операційним системам і платформам (DOS, Microsoft Windows, Unix, Linux);
* за технологіями, використовуваними вірусом (поліморфні віруси, стелс-віруси, руткіти);
* за мовою, на якій написано вірус (асемблер, високорівнева мова програмування, скриптова мова та ін);
* по додатковій шкідливої ​​функціональності (бекдори, кейлоггери, шпигуни, ботнети та ін).

**Ознаки зараження вірусом**

Існує ряд ознак, які можуть слугувати ознакою зараження вірусом: поява на екрані непередбачених повідомлень і запитів, зображень і звукових сигналів; мимовільний запуск програм без участі користувача; спроби невідомих програм підключитися до Інтернету без відома користувача і т. п. Про ураження вірусом через пошту може свідчити те, що друзі та знайомі користувача говорять про повідомлення від нього, які він не відправляв; наявність в поштовій скриньці великої кількості повідомлень без зворотної адреси і заголовків. Однак ці ознаки не завжди є наслідком присутністю вірусів. Наприклад, у випадку з поштою заражені повідомлення можуть розсилатися із зворотною адресою користувача з інших комп'ютерів.

Серед непрямих ознак можна назвати часті зависання і збої в роботі комп'ютера, уповільнена (порівняно з початковим поведінкою) робота комп'ютера при запуску програм, неможливість завантаження операційної системи, зникнення файлів і каталогів чи спотворення їх вмісту, часте звернення до жорсткого диску (часто блимає лампочка на системному блоці), браузер Internet Explorer «зависає» чи поводиться несподіваним чином (наприклад, вікно програми неможливо закрити). Але основною причиною для подібних симптомів є все ж таки не віруси, а збої в апаратному забезпеченні, конфлікти між програмами і баги («жучки», дефекти) у них.

**Шляхи проникнення вірусів на комп'ютер**

Віруси розповсюджуються, копіюючи своє тіло і забезпечуючи його подальше виконання: впроваджуючи себе у виконуваний код інших програм, замінюючи собою інші програми, прописуючись в автозапуск та інше. Вірусом або його носієм можуть бути не тільки програми, що містять машинний код, але і будь-яка інформація, що містить автоматично виконувані команди - наприклад, пакетні файли і документи Microsoft Word і Excel, що містять макроси. Крім того, для проникнення на комп'ютер вірус може використовувати уразливості в популярному програмному забезпеченні (наприклад, Adobe Flash, Internet Explorer, Outlook), для чого розповсюджувачі впроваджують його в звичайні дані (картинки, тексти і т. д.) разом з експлоїтом, що використовує вразливість.

**Запобіжні заходи**

На даний момент існує безліч антивірусних програм, що використовуються для запобігання попадання вірусів в ПК. Однак немає гарантії, що вони зможуть впоратися з новітніми розробками. Тому слід дотримуватися деяких запобіжних заходів, зокрема:

1. Не працювати під привілейованими обліковими записами без крайньої необхідності.
2. Не запускати незнайомі програми з сумнівних джерел.
3. Намагатися блокувати можливість несанкціонованого зміни системних файлів.
4. Відключати потенційно небезпечний функціонал системи (наприклад autorun носіїв у MS Windows, приховування файлів, їх розширень і пр.).
5. Не заходити на підозрілі сайти, звертати увагу на адресу в адресному рядку браузера.
6. Користуватися тільки довіреними дистрибутивами.
7. Постійно робити резервні копії важливих даних і мати образ системи з усіма налаштуваннями для швидкого розгортання.
8. Виконувати регулярні оновлення часто використовуваних програм, особливо, що забезпечують безпеку системи.